
EIGHTEEN INDUSTRY SECTORS ARE 
IMPACTED BY MANDATORY CYBERSECURITY 

AND RESILIENCE MEASURES IN THE EU AS 
PART OF THE NETWORK AND INFORMATION 

SECURITY (NIS2) DIRECTIVE. 

THE UK IS TO FOLLOW WITH A SIMILAR 
LEGISLATION.



Are you in any of the following 
sectors and trade within the 

EU?



NIS2 Essential entities are those with:  
• 250+ employees 
• €50M annual turnover and above, or a 

balance sheet of €43M and above



NIS2 important entities are those with: 
• 50+ employees 
• €10M annual turnover, or a balance sheet 

of €10M or above



If you are, then NIS2 
compliance is mandatory. 

If you provide services, 
software, hardware, or solutions 

for affected entities, you may 
also be affected, no matter the 

size of your business.



The upcoming UK Cyber 
Security and Resilience Bill 
(CSRB) will be aligned with 

the EU Network and 
Information Security Directive 

(NIS2).  

NIS2 and CSRB are helping to 
address cyber threats to public 
welfare and national security.



Non-compliance to 
regulations can lead to 
enforcement measures, 

including heavy fines, 
public notices, and even 

personal liability.



Do you know if you are 
compliant with the EU NIS2 or 

prepared for the UK CSRB?



Download the 
White Paper 

Here.

Learn about the UK Cyber Security and 
Resilience Bill (CSRB) and the EU Network 
and Information Security Directive (NIS2) 
in the free MSS white paper.

The paper includes information 
about: 

 - The Cyber Crisis 

 - NIS2 and CSRB 

- Entities in Scope 

 - Governance, Risk Management, 
and Reporting 

 - Supply Chain Security 

 - Enforcement 

 - Ten Cybersecurity Risk-
Management Measures

https://www.wordferret.co.uk/_files/ugd/a6769f_d501d1b933fb4b2ebcb241546d64433e.pdf
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